
MITRE ATT&CK®

Enterprise Framework
attack.mitre.org

© 2020 MITRE   Matrix current as of September 2020

Initial Access
9 techniques

Defense Evasion
34 techniques

Execution
10 techniques

Persistence
18 techniques

Privilege Escalation
12 techniques

Credential Access
14 techniques

Discovery
24 techniques

Lateral Movement
9 techniques

Collection
16 techniques

Command and Control
16 techniques

Exfiltration
9 techniques

Impact
13 techniques
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